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Privacy Notice 

Employee Privacy Notice – 
Inclusion Healthcare Social Enterprise CIC, is a company registered in England under company number 07317036, with the registered address being Charles Berry House, 45 East Bond Street, Leicester LE1 4SX. ICO Registration reference ZA053028
Inclusion Healthcare is committed to maintaining the accuracy, confidentiality, and security of your personal information. We collect and process personal data relating to its employees to administer the employment relationship with you. We aim to be transparent about how we collect and use that data and ensure we comply with our obligations under the EU’s General Data Protection Regulations (GDPR) from May 2018. 
This Privacy Notice explains what personal information we collect from you, how we store this personal information, how long we retain it and with whom and for which legal purpose we may share it.
This privacy notice applies to prospective employees, including agency workers, interns, apprentices, locums contractors, Directors, Volunteers and associate workers – for the purposes of this privacy notice are collectively referred to as applicants.
This privacy notice sets out how we handle, store, use, share or otherwise process your personal data. Inclusion Healthcare Social Enterprise CIC is a 'data controller'. This means that we are responsible for deciding how we hold and use personal data about you. We are required under data protection legislation to notify you of the information contained in this privacy notice.
This notice does not form part of any contract of employment or other contract to provide services. We may update this notice at any time but if we do so, we will provide you with an updated copy of this notice as soon as reasonably practical.
This notice replaces all previous privacy or fair processing notices or statements issued by us. It is important that you read this notice, together with any other privacy notice we may provide on specific occasions when we are collecting or processing personal information about you, so that you are aware of how and why we are using such information and what your rights are under data protection legislation.
What sort of information we hold:
Inclusion Healthcare will collect, store and processes the following information if you have applied to work at Inclusion Healthcare in any capacity. personal information about prospective, current, and former staff and workers to ensure compliance with legal or industry requirements. Please note that the minimum amount of information will be collected in each circumstance. (For example an associate worker will not attend an interview, however we may require their vaccination status)
1. Basic information
Your name (including any previous names) and personal contact details. This is necessary for us to enter into correspondence with you about prospective employment or when we need to provide you with information relating to a role or contract.
The processing is necessary to fulfil a contract that we have with you.
We collect copies of evidence, which you provide, of your eligibility-to-work in the UK. We are legally required to collect this under the Immigration Asylum and Nationality Act 2006.
The processing is necessary for us to meet a legal obligation and for reasons of substantial public interest.
If you are a successful applicant with whom we are interested in engaging we will send details that you have provided to a supplier in order that a request can be made of Disclosure and Baring Service (DBS) . We will view copies of your Disclosure and Baring Service (DBS) certificate and / or Scottish Disclosure certificate and will retain only  the date of issue and reference number on our HR system. As an exception, We view original documents and collect copies of proof of address, proof of National Insurance Number and proof of ID. We do this as part of our mandatory security check. This is necessary for security and employment purposes. We store proof of identification on our secure file servers which have restricted access.

The processing is necessary for employment purposes and under legitimate interest. 
In the event that you are taken seriously ill on our premises, we may disclose relevant information, such as health conditions that we know about, to the emergency or health services. We only do this when it is in your vital interests for the information to be shared.
The processing is necessary for protecting your vital interests. 
2. Equality and diversity monitoring
We ask you for data relating to your age, sex and nationality for pay, pension and ‘right to work’ checks, however we also use this information, along with disabilities and ethnicity information, to monitor equality and diversity within the company:
· to ensure that we do not overlook potential employees who are disadvantaged or underrepresented and that we are promoting people fairly whatever their protected characteristic
· to ensure that we are meeting our public sector equality duty
· to ensure that women and men’s pay is comparable in similar or equivalent jobs
The processing is necessary for us to meet a legal obligation and for reasons of substantial public interest.
The following categories of information are also collected for equality and diversity monitoring, and although we are obliged to request the details, providing this information is entirely optional and there will be no impact on you if you do not provide it. It will not affect your employment status at the company.
· Caring responsibilities
· Marital status
· Religion or belief
· Sexual orientation
· Transgender status
The processing is necessary for us to meet a legal obligation and is necessary for reasons of substantial public interest.
3. Health information
We hold information that you provide us with relating to your physical or mental health or disability.
We hold information to ensure your health and safety in our workplace, ensuring that you have the equipment that you need to take part in an interview safely or have a Personal Emergency Evacuation Plan (PEEP) in place should you require one. The outcome of these assessments or plans will be discussed with you and shared with interviewer(s) where relevant or necessary to do so. PEEPs will also be shared with the Practice Management Team to enable them to effectively manage emergency evacuations and provide information to fire and rescue services if needed.
We hold information to provide any reasonable adjustments that you may require. If you are attending our premises or an offsite location for interview, we may need to share relevant details with the office location or venue in order to ensure that you can be catered for.

The processing is necessary for us to meet a legal obligation

Information will only be shared with the relevant internal teams required to manage each scenario. This may include the HR Team, your line manager, the Practice Management Team and, if you have a PEEP, the fire marshal. It will only be shared with those necessary to meet the purpose listed.
If you are involved in an accident or incident on our premises, we will record details relating to the accident or incident, including any relevant details about you.

The processing is necessary for us to meet a legal obligation.
Unless specifically stated, providing us with health information is not a legal requirement, however if you choose not to provide this information we may be unable or limited in our ability to assess or meet your needs, requests, catering requirements or ensure your health and safety at work.
4. Recruitment Applications and interviews
External applicants
In order to assess your suitability for the role, we will collect information relating to your skills, knowledge, experiences and qualifications.

The processing is necessary to fulfil a contract that we have with you
We will collect data that you provide to us regarding any reasonable adjustments that may need to be made. You do not have to provide this information. However, without it we will be unable or limited in our ability to meet your needs. This is to ensure that you can fully participate in the recruitment process and also enables us to ensure we are meeting our legal obligations to you under the Equality Act 2010.

The processing is necessary for employment purposes and for us to meet a legal obligation
Our vacancies maybe advertised through NHS Jobs, Indeed and other online platforms. Information that you share via the platform will be used to establish suitability for the role, and for reviewing patterns in our recruitment process (non-identifiable). If you apply for a role through Indeed, NHS Jobs or any other website then your data will be processed by them for their own purposes too, and subject to their privacy notices.
Internal applicants
If you apply for an internal vacancy and / or submit an expression of interest form these will be shared with the Human Resources Team as well as the recruiting manager, and the shortlisting and / or interview panel members.

The processing is necessary to fulfil a contract that we have with you


4.1 If your application is successful.
We will ask you for confirmation that you are happy for us to contact your referees for a reference so that we can verify your suitability for the role level.

The processing is necessary to fulfil a contract that we have with you.
We will check the records of your registration with any applicable regulatory authority or professional body such as the Royal College for GP’s, Royal College of Nursing in order to verify any required professional registrations that are relevant for the role.

The processing is necessary as a legitimate interest.
If your application is unsuccessful
If you are unsuccessful in your application, your data will be retained for a period of up to two years to ensure that any complaints about fair and open competition can be reviewed and considered.

The processing is necessary as a legitimate interest.
If you are unsuccessful in your application but pass the interview criteria for the role, we may also keep your details on a reserve list for a period of 12 months for future similar vacancies. We do this in our legitimate interests for recruitment.

5.0 In the office and other premises where we operate from. 
Building security
If you attend our premises for any purpose prior to employment we will collect details of your name, purpose of your visit and your entry and exit time. This information is collated for Health, Safety and Security reasons and is retained for a period of 2 years.
The processing is made under legitimate interest 
6.0 How we share, store and keep your personal data secure
Organisations acting on our behalf (suppliers)
We contract third party organisations (suppliers) to process data on our behalf. We will only work with organisations that have equivalent or sufficient security in place to handle personal data, considering the sensitivity of the data. We will always have a contract or agreement in place with the supplier.
Where it is possible to disclose anonymised data we will do so. If personal data needs to be provided, we will only disclose the minimum required.
We use the following types of third-party services:
· Payroll, expenses and other financial system providers
· Human resources information systems providers
· IT system providers
· Job evaluation providers
· Photo management platforms
· Phone service providers
· Professional advisors or consultants working on our behalf
· Paper and electronic archive providers
Other organisations
We may need to share your personal data with other organisations that will use the data for their own purposes. For example, with a regulator or to otherwise comply with the law.
This may include sharing relevant data with the following organisations:
· HMRC
· Department for Work and Pensions
· National Audit Office
· Internal auditors
· External legal services
· Cabinet Office
· Government Actuaries Department
· Building management companies for example if you have a PEEP
· NHS Pensions’ scheme
· NHS Integrated Care Board
· Professional Bodies 
Other circumstances
We may also share data in other one-off circumstances such as providing information to the police, NHS Counterfraud, or auditors to assist with their work to prevent or detect crime.
In the event of an emergency or safeguarding concern, we may share relevant data with key authorities such as the emergency services or other safeguarding services where this is believed to be in the best interests of yourself or another individual, or where it is in the public interest.
There are also circumstances where we are legally obliged to share data, for example if the courts require us to disclose information to them.
7.0 How long we keep your personal data
We will only keep your personal data for as long as it is needed.
As a potential employee we will keep your details on file for 2 years..
8.0 How do we maintain your records and keep your information secure and confidential?
We take security and confidentiality very seriously. Employees and workers are required to abide by Company Policy which defines the strict codes of conduct expected from anyone accessing your personal information, and participate in regular Information Governance training.
Your personal information is held in both paper and electronic forms for specified periods of time as set out in the NHS Records Management Code of Practice for Health and Social Care and National Archives Requirements.
We hold and process your information in accordance with the Data Protection Act 2018  and UKGDPR 2021, as explained above. In addition, everyone working for the NHS must comply with the Common Law Duty of Confidentiality and various national and professional standards and requirements.
The Company takes Cyber Security seriously and is provided with secure IT services by NHS Leicestershire Partnership Trust (LHIS) who have dedicated teams of people who are regularly reviewing and updating security to the Company’s Confidential and Personal data both about the Company’s patients, staff and workers.
What are your rights?
If we need to use your information for any reasons beyond those stated above, we will discuss this with you and ask for your explicit consent. 

The Data Protection Act 2018 gives you certain rights, for personal data including the right to:
· Request to access the personal data we hold about you, e.g. personnel records.
· Request the correction of inaccurate or incomplete information recorded in our records, subject to certain safeguards. 
· Request that your information be deleted or removed where there is no need for us to continue processing it and where the retention time has passed;
· Ask us to restrict the use of your information where appropriate
· Ask us to copy or transfer your information from one IT system to another in a safe and secure way, without impacting the quality of the information
· To object to how your information is used.
If you wish to access the personal data we hold about you, please contact the Company’s Human Resources Team.
Please remember to include details of the information you require plus contact details and two forms of identification such as a copy of your driving license/ passport and also a document with your name and address on such as a utility bill.
9.0 Who to contact for further help
Human Resources Team
llricb-lc.inclusionhealthcare.hr@nhs.net
Data Protection Officer
Provided by Midlands and Lancashire Commissioning Support Unit
Email: mlcsu.dpo@nhs.net
Telephone: 01782 916875
Information Commissioners Office*
· Information Commissioner’s Office, Wycliffe House, Water Lane,
Wilmslow Cheshire SK9 5AF

ico.org.uk  
Helpline: 0303 123 1113
Email: accessicoinformation@ico.org.uk
*The Information Commissioner’s Office (ICO) is the body that regulates the Company under Data Protection and Freedom of Information legislation. If you are not satisfied with our response or believe we are processing your personal data not in accordance with the law you have the right to complain to the ICO.
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